A step-by-step guide to configuring a WebSphere Portal
v6.0.1.0 cluster using WebSphere Application Server
v6.0.2.17 and WebSphere Process Server v6.0.2.1
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This guide describes a comprehensive procedure for installing, configuring, and building
an IBM® WebSphere® Portal V6.0.1.0 cluster using:

IBM WebSphere Application Server 6.0.2.17
IBM WebSphere Process Server 6.0.2.1
Windows® 2003 Server

DB2v8.2.14

IBM Tivoli Directory Server v5.2

IBM HTTP Server 6.0

To perform the tasks described here you need basic WebSphere Portal and WebSphere
Application Server knowledge and administration skills. Some steps might require the
assistance of another system administrator, such as the database administrator or LDAP
administrator.



I ntroduction

Building and configuring a cluster can be avery complex task. You can build
portal clustersin various ways. This article provides a best practice approach for building
acluster environment using WebSphere Portal. This example produces atwo-node
horizontal cluster, as shown in Figure 1. Y our environment might require special
considerations, but you should still follow this step-by-step approach as an overall guide.

Although this guide is specifically written for WP v6.0.1.0 and WAS v6.0.2.17 and WPS
v6.0.2.1 versions, the same approach will apply to any WP v6.0.x version and any WAS
6.0.x/WPS 6.0.x version as well.

The guide will aso use the following acronyms:
WP - WebSphere Portal

WPS - WebSphere Process Server

WAS - WebSphere Application Server

About the example environment
This guide shows you how to configure a cluster consisting of:
» Two WebSphere Portal VV6.0.1.0 nodes, called PNode and SNode
* A database server, in this case, DB2 v8.2.14, which contains the WebSphere Portal,
WebSphere Member Manager, and WebSphere Portal content publishing databases
* A single Web server, IBM HTTP Server V6.0.0.0
» The LDAP server, in this case IBM Tivloi Directory Server V5.2
* The Deployment Manager, which is installed from the Application Server V6.0.2.9
Network Deployment package.

In this example scenario, PNode and SNode are Windows Server 2003 with Service pack
2 systems, and the backend data storage is DB2. The Dataitem represents various
databases, which are set up by WebSphere Portal:

- wpsdm: portal Release database

- commdb: portal community database

- custdb: portal customization database

» jecrdb: portal JCR database

- wmmdb: portal member manager database

Introductory Note: Through out this document we will use the following short names
for the installation and configuration of portal, application and process server:

Wp_Server_root: Root directory for WebSphere Portal

was_server_root: Profile directory for WebSphere Application Server
was_profile_root: Profile directory for application Server
was_config_root: Configuration files directory of Application Server
wp_config_root: Configuration files directory of Portal Server
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Figure-1 Target portal cluster

Additional Introductory Note: This guide also introduces the WebSphere Process
Server. This adds on component to WAS allows Portal to take advantage of the SOA
architecture. Portal can be installed and clustered without WebSphere Process Server, but
then you would loose the SOA features.

WebSphere Process Server isinstalled and configured by default when using the

Portal Typical install path. However, one very important limitation exists with
WebSphere Process Server. WebSphere Process Server does NOT allow a WebSphere
Process Server profile to be federated if a Portal server already exists on the node. This
limitation basically makes a node that has been installed by the Portal installer using the
Typica install path to be UNCLUSTERABLE. So to work around thiswe MUST install
WebSphere Application Server and WebSphereProcess Server separately by using their
native installers and then federate the empty profile and then install Portal onto the
aready existing, federated profile.

Thiswill be mentioned all through the installation sections of this guide.



Install and upgrade WAS 6.0.2.9/WPS 6.0.1.1 Deployment M anager

Important: This guide explicitly defines the required approach to build a WebSphere
Portal cluster which has been installed on WebSphere Process Server (WPS).

To do this you must install Portal into an already federated WA S/WPS profile. Because
of this requirement, we MUST install WAS/WPS from their native installers and federate
the node BEFORE using the Portal installer to install Portal.

Install WASVv6.0.2.9

Install the DMGR by following the procedure bel ow:
1. Instal WSAS DMGR by running the installer from:
<cd_root>/W-1/windows/ia32/ifpackage/ WA S/install .exe

Note: Make sure the installer screen is titled “Welcome to WebSphere Application
Server Network Deployment, V6”. This title means that you can use this installer to
install either, DMGR or WAS profiles. If the title is “WebSphere Application Server
Version 6.0”, you are using an installer that only has the ability to install WAS profiles
and not DMGR profiles:

i Installation wizard =]

Welcome to IBM WehSphere Application Server Hetwork Deployiment, W6

Ahout this custom installation package... |

This edition ofYWebESphere Application Senver supports multinode, multiprocess distributed
environments.

In priar releases, a complete Betwark Deployiment installation was achieved by running two
separate installation procedures, each from its own C0. InYersion B, you can define an
enuivalent configuration fram a sinale installation in a twa-part procedure that uses wizards.

In the first part, this installation wizard will guide you thraugh the installation of WehSphere
Application Server core product files.,

Upon completion of the first part, a second wizard will guide you through the creation of a
run-time environment for the WehSphere Application Server product, known as a profifs. At
least one profile must be created to have a functional installation.

Important: [BM HTTF Server, Web server plug-ins, and the application clients are not
reguired far a functional application server, and they are nat included in this installation
wizard. For a production configuration or otherwise, they can still be installed separately from
the launchpad, located inthe GO root directory or download expanded directory, Ifthe
launchpad will not start, see the readme file in the same directary.

Click Hext to continue.

In=tallShield

=iBack

Cancel |




2. If installing on Windows, when asked for the install location, please shorten the default
path. Thereis a path name limitation in Windows. Windows cannot handle path names
longer than 256 characters.

i Installation wizard H=]

Installation directory
IBM WiebSphere Application Server Metwark Deplayment, WE will be installed to the specified
directary.

You can specify a different directory or click Browse to select 3 directory.

Directory name:
[CuBMAS

Erowse... |

Install=hield

= Back Mext = Cancel




3. You should be prompted during the install (with a panel near the end) if you would like
to create a profile....at this time please choose NOT to create a profile by making sure the
“Launch the Profile creation wizard” checkbox remains UNCHECKED. We will create a
WPS profile at the end of the WPS install.

i Installation wizard ) ..|I:I|£|

Installation is complete

|»

The core product files for IBM WehSphere Application Server Netwark
Deployment, V6, installed successfully.

The next step in the installation process is to create atleast one run-time
environment, known as a profife. Each profile contains either a deployment
manager, a node that is administered by a deployment manager, or a
stand-alone application server.

[~ Launch the Profile creation wizard

Important : At least one profile must existto have a functional installation. Itis |
strongly recommended that you create a profile now. Ifyou do not create a profile
now, you must launch the Profile creationwizard or use the wasprofile

command line utility to create one later. x
Kl | B

Instalishieid
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Install WPSv6.0.1.1

1. Install WPS 6.0.1.1 by running the installer from:
<cd_root>/W-2/windows/ia32/WBI/install .bat

Note: Please ensure you use the install.bat file and NOT the install.exe to install WPS.

2. Ensure you use the existing WAS you just installed.

i IBM WebSphere Process Server for Multiplatforms 6.0.1 Installation learﬂ I |I:I|£|

i o Detected WebSphere Application Server, Yersion 6.0

The Installation Wizard detected an existing installation of WehSphere Application

Semer, VMersion 6.0 on your computer. You tan either use an existing installation or
install & new copy. Installation will accur simultaneously with WehSphere Frocess
Senver 6.0.1.

Install a new: copy of
Wiehsphere Application Sener Metwork Deployment, Yersion b.U

< Llze an existing installation of
WebSphere Application Server Metwork Deployment, Yersion 6.0

CAIBMIWAS

[netallsthneld

= Back Mext = Cancel




3. You should be prompted during the install (with panel near the end) if you would like
to create a profile. At thistime we will create a WPS DMGR profile. Please ensure the
“Launch the Profile Wizard” checkbox is CHECKED and click Next to launch the WPS
profile creation wizard.

i 1BM WebSphere Process Server for Multiplatforms 6.0.1 Installation Wizard ) -||:||5|

Installation complete

IEM WebSphere Process Server for Multiplatforms 6.0.1 was installed
successfully.

WehSphere Process Server 6.0.1 includes the ability to create a profile for a
deployment manager, managed node, ora stand-alone Process Server. Use the
Mrofile Wizard to create an operational environment that includes one ofthese
profiles. Launch the Profile Wizard now to get started.

¥ Launch the Profile Wizard

Click Next to continue.

Instalishieid

i Cancel I

Note: If you have to launch the WPS profile creation wizard manually, please ensure you
launch the WPS profile creation wizard and NOT the WAS profile creation wizard. The
WPS profile creation wizard script is located at:
<was_root>/bin/ProfileCreator_wbi/pcatWindows.exe

10




4. After the profile creation wizard is launched, ensure the “Deployment manager profile”
radio button is selected on the “Profile type selection” panel and click “Next”:

B Profile Wizard i -10] x|

Profile type selection Al

Aprofile defines a runtime emvironment. Choose the type of profile to create
or augmentthatis best for your needs. Although you can create or augment
just one profile at a time, you can rerun the Profile Wizard multiple times to
create or augment additional profiles.

Deployment manager profile

The first step in setting up a Network Deployment environment is to
e create a deployment manager. A deployment manager administers

process servers and application servers that are federated into

{made a part of) its cell. The next step is to create additional profiles

and federate themn.

Custom profile

A custom profile contains an empty node, which does not contain an
administrative consale or any servers. The typical use for a custom
profile is to federate its node to a deployment manager. After
federating the node, use the deployment manaaer to create a
server or a cluster of serve’s within the node.

= Back Next = Cancel |

11



Upgrade WAS from version 6.0.2.9 to version 6.0.2.17 and WPS from
6.0.1.1toversion 6.0.2.1

1. After the DMGR profileis created, then upgrade WASv 6.0.2.9 to version 6.0.2.17
and WPS v6.0.1.1 to version 6.0.2.1.WebSphere Process Server Version 6.0 Refresh
Pack 2 for Windows platforms 6.0-W S-W PS-ESB-WinX32-RP0000002.zip, upgrades
WASto v6.0.217 and WPS to v6.0.2.1. Y ou can download it at:
http://www-1.ibm.com/support/docview.wss?rs=2307& uid=swg24014373

2. Create adirectory updateinstaller under <was_root> and extract the package at
<was_root>/updateinstaller.

3. Open the command prompt and change directory to <was _root>/updateinstaller, then
run the batch file updateW PS-WESB-6021.bat.

oo | CWINDOWS system32 . cmd.exe - updateWPS-WESB-6021.bat

D =

= = = =
D& D& D D 50 D (55
=]
(=
L 5

=

= oy
=

=

Note: If during installation any errors occur, then correct those errors, uninstall the
fixpack or fixes installed by the batch file and rerun the batch files again.

4. Verify the version of WAS and WPS by running the batch file ver sioninfo.bat in
command prompt, it’s located at <was_root>\bin directory.

5. Verify the operation of the DMGR by starting the server and rendering it through a
browser, example:
http://dmgr:9060/admin

Note: The default port for the WAS AdminConsole has changed to 9060 in WAS 6.x.
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Install WAS 6.0.2.9/WPS 6.0.0.0 on future cluster node, PNode

Important: This guide explicitly defines the required approach to build a Portal cluster
which has been installed on WebSphere Process Server. To do this you must install Portal
into an aready federated WAS/WPS profile. Because of this requirement, we MUST
install WAS/WPS from their native installers and federate the node BEFORE using the
Portal installer to install Portal.

Install WASVv6.0.2.9

1. Install WAS on Nodel by running the installer from:
<cd_root>/W-1l/windows/ia32/ifpackage/ WA S/install .exe

Note: Make sure the installer screen is titled “Welcometo IBM WebSphere
Application Server Network Deployment, V6”. This title means that you can use this
instaler to install either, DMGR or WSAS profiles. If the title is “WebSphere
Application Server Version 6.0”, you are using an installer that only has the ability to
install WAS profiles and not DMGR profiles:

4 Installation wizard | _ o =] B

: Welcome to IBM WebSphere Application Server Network Deplayment, V6

About this custom installation package.. |

This edition of WehSphere Application Serer supports multinode, Al
multiprocess distributed environments.

In prior releases, a complete Network Deployment installation was achieved by
running two separate installation procedures, each from its own CD. In Version
6, you can define an equivalent configuration from a single installation in a
two-part procedure that uses wizards.

In the first par, this installation wizard will guide you through the installation of
WebSphere Application Server core product files,

Upon completion of the first part, a second wizard will guide you through the
creation of a run-time environment for the YWebSphere Application Server
product, known as a profife. At least one profile must be created to have a
functional installation.

=l

{ Cancel I

InstallShield

= Back
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2. If installing on Windows, when asked for the install location, please shorten the default
path. Thereis a path name limitation in Windows. Windows cannot handle path names
longer than 256 characters.

i Installation wizard H=]

Installation directory
IBM WiebSphere Application Server Metwark Deplayment, WE will be installed to the specified
directary.

You can specify a different directory or click Browse to select 3 directory.

Directory name:
[CuBMAS

Erowse... |

Install=hield

= Back Mext = Cancel
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3. You should be prompted during the install (with a panel near the end) if you would like
to create a profile....at this time please choose NOT to create a profile by making sure the
“Launch the Profile creation wizard” checkbox remains UNCHECKED. We will create a
WPS profile at the end of the WPS install.

i Installation wizard ) ..|I:I|£|

Installation is complete

|»

The core product files for IBM WehSphere Application Server Netwark
Deployment, V6, installed successfully.

The next step in the installation process is to create at least one run-time
environment, known as a profile. Each profile contains either a deployment
manager, a node that is administered by 3 deployment manager, or a
stand-alone application server.

[~ Launch the Profile creation wizard

Important : At least one profile must existto have a functional installation. Itis |
strongly recommended that you create a profile now. Ifyou do not create a profile
nowy, you must launch the Profile creation wizard or use the wasprofile

command line utility to create one later. | _’.ﬂ
4 »
InstallShield
= Back Cancel I
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Install WPSv6.0.1.1

1. Install WPS 6.0.1.1 by running the installer from:
<cd_root>/W-2/windows/ia32/WBI/install .bat

Note: Please ensure you use the install.bat file and NOT the install.exe to install WPS.

2. Ensure you use the existing WAS you just installed:

i IBM WebSphere Process Server for Multiplatforms 6.0.1 Installation Wizard o =] |
_ ' Detected WebSphere Application Server, Yersion 6.0
o The Installation Wizard detected an existing installation of WehSphere Application
e Serer, Wersion 6.0 on your computer. Yau can either use an existing installation ar
. / install a new copy. Installation will occur simultaneously with WehSphere Process
Server 6.0.1.

A

Install a new copy of
YWehsSphere Application Server Metwork L eploviment, Yersion b.1

. Llse an existing installation of
WebSphere Application Server Metwork Deployvment, Yersion 6.0

InstallShield

= Back Pext = Cancel
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3. You should be prompted during the install (with a panel near the end) if you would like
to create a profile. At thistime we will create a WPS Custom profile. Please ensure the
“Launch the Profile Wizard” checkbox is CHECKED and click Next to launch the WPS
profile creation wizard.

i 1BM WebSphere Process Server for Multiplatforms 6.0.1 Installation Wizard ..|I:I|5|

Installation complete

IEM WebSphere Process Server for Multiplatforms 6.0.1 was installed
successfully.

WebSphere Process Server 6.0.1 includes the ability to create a profile for a
deployment manager, managed node, or a stand-alone Process Server, Use the
Profile Wizard to create an operational environment that includes one of these
profiles. Launch the Profile Wizard now to get started.

¥ Launch the Profile Wizard

Click Next to continue.

InstallShield

i Cancel I

Note: If you have to launch the WPS profile creation wizard manually, please ensure you
launch the WPS profile creation wizard and NOT the WSAS profile creation wizard. The
WPS profile creation wizard script is located at:

<was_root>/bin/ProfileCreator _wbi/pcatWindows.exe

17



4. After the profile creation wizard is launched, ensure the “Custom profile” radio button
is selected on the “Profile type selection” panel and click “Next”:

B rroiewzora =T

Profile type selection Al

A profile defines a runiime environment. Choose the type of profile to create
or augment that is best for your needs. Although you can create or augment
just one profile at a time, you can rerun the Profile Wizard multiple times to
create or augment additional profiles.

Deployment manager profile

The first step in seting up a Network Deployment environment is to
create a deployment manager, A deployment manager administers
process servers and application servers that are federated into
{made a part of) its cell. The next step is to create additional profiles
and federate them.

A custom profile ccntains an empty node, which does not contain an
. administrative console or any servers. The typical use for a custom

profile is to federat2 its node to a deployment manager. After

federating the node, use the deployment manager to create a

InstallShield

= Back Next = Cancel |
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5. Next you will decideif you would like to have the profile creation wizard to
automatically federate the Custom profile after creation. Please allow the profile creation
wizard to federate the Custom profile. To do this, please ensure the “Federate this node
later using the addNode command” checkbox remains UNCHECKED.

Also, please ensure that the clocks are synchronized to within 5 minutes of each other on
Nodel machine and the DM GR machine. If the clocks are not within 5 minutes, the
addNode process will fail.

& Profile Wizard -10] x|

Federation —

A custom profile containg an empty node that must he federated to a
deployment manager to become a functional managed node. [dentify a
running deplovment manager thatwill administer the node or choose to
federate the node later using the addiode command.

The host name or the [P address for the deployment manager:

IDmgr

The SOAP part for the deployvment manager (8374 is the default);
|sg7a

[~ Eederate this node |ater using the addMode command.

fou must federate this nodz later if the deployment manaoer

# iz not running. Ll

e e T e e R e T s | it PR S B o o ] o

[mstallEhiald

= Back et = Cancel |
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Upgrade WASv6.0.2.9tov6.0.2.17 and WPSv6.0.1.1to v6.0.2.1

Upgrade WAS from version 6.0.2.9 to version 6.0.2.17 and WPS from 6.0.1.1 to
version 6.0.2.1

1. After the DMGR profileis created, then upgrade WAS v 6.0.2.9 to version 6.0.2.17
and WPS v6.0.1.1 to version 6.0.2.1.WebSphere Process Server Version 6.0 Refresh
Pack 2 for Windows platforms 6.0-W S-WPS-ESB-WinX32-RP0000002.zip, upgrades
WAStov6.0.217 and WPS to v6.0.2.1. Y ou can download it at:
http://www-1.ibm.com/support/docview.wss?rs=2307& uid=swg24014373

2. Create adirectory updateinstaller under <was_root> and extract the package at
<was_root>/updateinstaller.

3. Open the command prompt and change directory to <was_root>/updateinstaller, then
run the batch file updateW PS-WESB-6021.bat.

o | O WINDOWSh system 32 cnd.exe - updateWPS-WESB-6021.bat

D =

rrrrrr

=
D 5 D

(=
=
=

=
D 5

=

=
=
=

Note: If during installation any errors occur, then correct those errors, uninstall the
fixpack or fixes installed by the batch file and rerun the batch files again.

4. Verify the version of WAS and WPS by running the batch file versioninfo.bat in
command prompt, it’s located at <was_root>\bin directory.

5. Verify the operation of the DMGR by starting the server and rendering it through a
browser, example:
http://dmgr:9060/admin

Note: The default port for the WAS AdminConsole has changed to 9060 in WAS 6.x.

20



Preparethe DM GR and Nodel for the Portal install

1. Update the Deployment Manager machine with required WMM JAR files. Thesefiles
are located on the Setup CD provided as part of the installation package for WebSphere
Portal.

Copy the following files from the <cd_root>/W-Setup/dmgr_wmmjars directory on the
Setup

CD to the/<was_server_root>/lib directory on the deployment manager machine:

* wmm.jar

* wmm.gjb.jar

* wp.wirejar

Important: If thiswill be thefirst Portal node you will install into the cell, proceed to the
next step and continue with the primary node installation. If you have already federated
other managed nodes into the cell, you must also copy these JAR filesto the
/<wsas_root>/lib directory on each of those managed nodes, regardless of whether you
intend to install WebSphere Portal on the nodes.

2. Change the time-out request for the Simple Object Access Protocol (SOAP) client for
the DMGR and the Node 1. The default, in seconds, is 180.

On the DMGR machine locate the <dmgr_profile_root>/properties/ directory and edit the
soap.client.props file. Change thelineto

com.ibm.SOAP.requestTimeout=6000

On the WSAS Nodel machine locate the <wsas_profile_root>/properties/ directory and
edit the soap.client.props file. Change the line to

com.ibm.SOAP.requestTimeout=6000

3. Ensure the nodeagent is running on Nodel so the following changes are synchronized
to the node. Login to the DMGR AdminConsole and change the timeout values for the
deployment manager by navigating to:

System Administration>Deployment Manager>Web container transport chains

4. Increase the timeout values for each entry listed in the Web container transport chains
section by clicking on each entry. After clicking on an entry, complete the following
steps to increase the timeout val ues.

a) Click HTTP Inbound Channel.

b) Change the Read timeout value to 180.

¢) Change the Write timeout value to 180.

d) Save your configuration changes and synchronize with the node

5. Change the timeout request period for the Java Management Extensions (JMX)
connector.
a) Log in to the administrative console for the depl oyment manager
b) Click System administration > Deployment Manager > Administration
Services > IMX connectors > SOAPConnector > Custom Properties.
c) Select the requestTimeout property, and increase the value from 600 to 6000.
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d) Save your configuration changes and synchronize with the node

6. Disable automatic synchronization between this node and the deployment manager.
a) Log in to the administrative console for the deployment manager.
b) Click System Administration > Node Agents >nodeagent name for desired
node> File synchronization service.
¢) Ensure that the Automatic Synchronization check box is NOT checked.
d) Save your changes and synchronize with the node.

7. Restart the DMGR and the nodeagent

Install Portal onto the managed node, Nodel

1. Start the Portal installer from <cd_root>/W-Setup/install.bat

4k websphere Portal Yersion 6.0 Installer

WebSphere. [ziliF]

Welcome to WebSphere Portal Version 6.0, The wizard will install WebSphere Portal onto your computer,

To access information about this product, press the Launch Information Center button.

Launch Infarmation Center

To continue, press Mext.

InstallShield

= Back
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2. Accept the license agreement

& WebSphere Portal Yersion 6.0 Installer

Portal

Software License Agreement

Please read the following license agreement carefully.

International Program License Agreement i’

Fart 1 - General Terms

B DOWNLOADING, INSTALLING, COPYING, ACCESSING, OR USING THE PROGRAM YOLU AGREE TO
THE TERMS OF THIS AGREEMENMT. IF ¥OU ARE ACCEPTING THESE TERMS OMN BEHALF OF AMOTHER
FPERSOMN OR A COMPANY OR OTHER LEGAL ENTITY, ¥OLI REFRESENT AND WARRANT THAT YOU

HAYE FULL AUTHORITY TO BIND THAT PERSON, COMPANY, OR LEGAL ENTITY TO THESE TERMS. IF
OU DO MOT AGREE TO THESE TERMS,

F DO MOT DOWNLOAD, INSTALL, COPY, ACCESS, OR USE THE PROGRAM, AND

- PROMPTLY RETURMN THE PROGRAM AMD PROCFE OF EMNTITLEMENT TO THE PARTY FROM YWHOC
AL aCELIRER T TO ARTAIM & REFL KD AF THE Sh0l KT Y00 PAIN IF Y00 | Dessil samEn THE LI

Fead non-1BM terms

& 1 accept both the IBM and the non-IBM terms:

" ldonot acceptthe terms in the license agreement

Frint |

-
InstallShield

= Back Mext = Cancel
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3. Select Custom installation type:

&b WebSphere Portal Yersion 6.0 Installer

WebSphere J20E]

Select the installation type yvou prefer.

" Typical
ﬁ Install & nesw version of WehSphere Portal with WehSphere Application Server

InstallShield

ﬁ Install & nesw version of WehSphere Portal on an existing version of WehSphere Application Server

< Back

| cancel
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4. Select the existing WebSphere Application Server install location and check “Install on
a managed node” checkbox next

&b WebSphere Portal Yersion 6.0 Installer

WebSphere J20E]

Select the location ofthe existing instance of WehSphere Application Server, e -

Existing WehSphere Application Server instances:

CABMUAS

Mote: YWehSphere Portal Version 6.0 can only he installed on certain versions of WehSphere Application
SetverVersion 6.0,

¥ install on a managed node

InstallShield

< Back Mext = cancel
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5. Select Primary Node as type of node and select the desired profile that you wish to
install Portal onto

" WebSphere Portal Yersion b0 Instalier

T Portal

fdanaied node input

Selaclthe tyow of node:
= Primarny Hode
' Secondary Mode

Selectan exsting profile:
+ Cpnode

Install=hield

- Bl I | Fonnanl
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6. DefineaWAS administrator User ID and Password. Thisis anew panel in the Portal
installer because with Portal v6 the install will enable security by default to the WMM

database.

&b WebSphere Portal ¥Yersion 6.0 Installer

WebSphere Jzje]

Enter the WWehSphere Application Server administrative user ID and passward.
This user D is used to access WebSphere Application Server with administrator autharity after |
installation. This user 1D is only used to log into WehSphere Application Server and is not related to any |
user IDs usedto access the operating system itself. 1
UseriD:
Jadmin
Passward:
Canfitm passwiord:

InstallShield

= Back Mewt = Cancel |
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7. Define the desired location for Portal to be installed

&b WebSphere Portal Yersion 6.0 Installer

WebSphere. Jle]
WebSphere Portal will be installed in the following directory.

Toinstall to a different path, press Browse and select another path. Space Required: 1513 MB

WebSphere Paortal installation directary:

CAUBMUNP|

Browse |
i -r‘.‘ |
InstallShield
= Back Mewt = | Cancel
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8. Define the Portal administrator User ID and password

@ Yehsphere Portal ¥ersion 6.0 Installer

LGS Portal

Enter the WwebSphere Partal administrative user 1D and password.

This user |D is used to access WebSphere Portal with administrator authority after installation. This user
IDvis only used ta lag into WehSphere Portal and is notrelated to any user IDs used to access the

operating system itself.
UszerID:
|admin

Password:

I-A—A—A—A—A—A—A—A—k

Confirm password:

=

InstallShield

< Back MNext = Cancel

29




9. Decide whether you want WAS and Portal to run as aservice. In this guide we choose
NOT to run either as a Windows service.

&b WebSphere Portal Yersion 6.0 Installer

WebSphere J2LiE]

Selectthe products to run as a service.

You can use Micrasoft @wWindows B Services to run the following features: start and stap services, and
configure startup and recovery actions. |

[~ WehSphere Application Server
[ webSphere Portal

Windows Administrator Uger 1D:
|Administrat0r

Passward:

InstallShield

= Back Cancel |
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10. Review Summary panel and click Next to begin theinstall

4P WebsSphere Portal Yersion 6.0 Installer

WebSphere [zhisz]

WehSphere Portal is ready to install.

Ifyou want to reviewr or change any setlings, press Back. Ifyou are satisfied with the settings press MNext
to begin copying files.

Previously installed products:
wiehSphere Application Server
CABMWAS
Praducts to install:
WehSphere Portal 6.0 1513MB
CAIBMAP

InstallShield

= Back Cancel
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11. Verify that portal install successfully and click Finish.

&k webSphere Portal Yersion 6.0 Installer

WebSphere Jzz]

Installation was successful.

Please review the message log CUBMMWPUominstallmessages.td for any installation warnings.
Previously installed products:
WebSphere Application Server
CUBMOWYAS
The following products are now installed on your computer:
WehSphere Portal 6.0 1513MB
CBMYYP

First Steps gives you access to launch WebSphere Portal and view product documentation.

[¥ Launch First Steps

WebSphere Partal is listening on port 9080,
The VWehSphere Portal is now available at hitp:ocalhost90800wpsiportal.

InstallShield

< Back pe= | [

Re-enable auto-sync
1. Log in to the administrative console for the Deployment Manager.

2. Click System Administration > Node Agents > node_name > File Synchronization
Service.

3. Select the Automatic Synchronization check box.

4. Save your changes and synchronize with the node.

5. Restart the node agent.

6. Verify the Portal install by accessing it thru abrowser. By default Portal isinstalled

onto port 9080:
http//<hostname>:9080/wps/portal
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Upgrade WP v6.0.0.0 to WP v6.0.1

1.

Download the WebSphere Portal v6 refresh pack 1 6.0.1-WP-Multi-RP001.zip and
portal update installer PortalUpdatel nstaller.zip at:

http://www-

1.ibm.com/support/docview.wss?rs=688& context=SSHRK X & dc%C3%9400& uid=s
w(g24015257& loc=en US& cs=UTF-8& |lang=en& rss=ct688websphere

Create a directory updateinstaller at <wps_root> and extract the
PortalUpdatel nstaller.zip at <wps_root>/updateinstaller.

Extract 6.0.1-WP-Multi-RPOO01.zip at /portal_server_root/updateinstaller/fixpack/.

Open the command prompt and change the directory to /app_server_root/bin/, run the
setupCmdLine.bat file to setup the environment.

Change the directory to /portal_server_root/updateinstaller/ and run the following
command to install the fixpack:

Updateportal .bat —instal|Dir \portal _server root —fixpack —install —fixpackDir
portal_server_root\updatei nstaller\fixpacks\ -fixpacklD WP_PTF_601
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Migrate portal nodel database to DB2v 8.2.14 database

IBM WebSphere Portal stores configuration, access control, such as user identities,
credentials, and permissions for accessing portal resources, and user data in a database.
By default, WebSphere Portal installs and uses a Cloudscape database.

The Cloudscape database that is not intended for use in a production environment or for
authoring Web content. It should only be used for testing or proof of concept purposes.
Cloudscape does not support vertical cloning, clustered environments, or enabling
security in adatabase-only mode. That’s why we will configure the portal to use DB2
database, as it’s better able to handle large amounts of data and can be tuned for
performance.

For improved performance DB2 database software must be installed on a separate
machine. In aremote database environment, there are two connection types. Either
WebSphere Portal connects to the DB2 server system using alocal DB2 Connect
installation (JDBC type 2 connection) or connects directly to the DB2 server (JDBC type
4 connection).

In this documents will be using JDBC type 2 connection. For that WebSphere Portal and
aDB2 Connect are installed on the same machine and DB2 server isinstalled on a
separate machine (the remote machine).

Local Machine
IP Address: 1.2.3.4 Remote Machine

IP Address: 1.2.3.5
WebSphere Portal

DE-.E Connect: .
dbZinst1 DB2 server:

Connect to server db2instl

on l.2.3.5

Figure 2. Remote Database Environment (JDBC type 2 connection)
1. Loginwithauser ID that has administrative authority.

2. Click Start > Programs > Administrative Tools > Computer Management > Local
Users and Groups and set following policies:
Be defined locally
Belong to the local Administrator group

3. Click Start > Programs > Administrative Tools > Local Security Policy. Next, click
Local Policies > User Rights Assignment and set following policies:



Act as part of the operating system

Have permissions to create a token object

Have permissions to adjust memory quotas for a process
Have permissions to replace a process level token

4. Install asupported version of DB2 server by following the instructions that are
provided with the DB2 documentation.

5. Instal the client software, DB2 Connect, on the same machine as WebSphere Porta
and WebSphere Application Server. Installing DB2 Connect enables the WebSphere
Portal to use the required JDBC drivers. Y ou must also ensure that the DB2 Connect
installation is the same name as the server profile name. Refer to the DB2information
center for more information:

http://www.ibm.com/software/data/pubs/

6. The following pre-requested fix packs must be installed on DB2 client and server
machines before database transfer.

a For DB2 v8.1 Fix Pack 14 must be downloaded and installed.

b. For DB2 v9.1 Fix Pack 1 must be downloaded and installed.

C. Fix Pack can be downloaded from the link:
http://www-1.ibm.com/support/docview.wss?rs=71& uid=swg27007053

7. Locate the following file:
db2home/sallib/db2cli.ini

8. Edit thefile by adding the following to the end of thefile:
[COMMON]
DYNAMIC=1
ReturnAliases=0
Note: An empty lineisrequired after the ReturnAliases=0 at the end of thefile.

9. Start the ConfigWizard from <wp_root>/config/wizard/configwizard.bat.
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10. Click Next on the Welcome Screen.

WebSphere. z0sE

Welcome to the configuration wizard for WebSphere Portal 6.0.1

Thig wizard will run advanced WebSphere Portal configuration tasks on vour computer.
To access infarmation ahout this product, choose Launch Infarmation Center.

Launch Information Center

Choose Mextto continue.

Installshield

Help | = Back

Zancel
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11. Select Transfer data to another database, and click Next button.

@: WebSphere Portal Configuration Wizard

L ST Y Portal

Selectthe task that vou want to perform.

" Disahle security
" Enahle LDAP security
& Transfer data to anather datahase

" Connect additional node to database

InstallShield

Help | = Back

Cancel
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12. Provide the WSAS Admin User and password and click Next button.

ugt*'u'ie bSphere Portal Configuration Wizard

| WebSphere (LT

WebSphera fpplication Server global security is enabled. Enlar tha user 1D and password 1o be used
forWebSpheie Application Server adminisration,
Wasllzerd: WebSphers Applicalion Serer user name.
| admin
WasPasswond WabSphere Applicalion Senar passwiond,
InstaliShiekd
Hele l N J B ek l el l
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13. Select the IBM Cloudscape as Source Database Type and click Next button.

ﬂ@: Websphere Portal Configuration Wizard

WebSphere. Jzisr]

Source Database Type

Selectthe database type that vou want to transfer data from for all domains.
= |EM Cloudscape

" |BM DBE2 Universal Database

0 |EM DBZ for 2058 and 0Sr390

™ Oracle Enterprise Edition

" 5QL Server Enterprise

[ Set database type for individual domains

InstallShield

Help | < Back

cancel
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14. Select the DB2 Universal Database as Target Database Type and click Next button.

& webSphere Portal Configuration Wizard 1Ol x|

WebSphere LI

Target Database Type

Selectthe database type that vou want to transfer data to for all domains.
¥ |BM DBEZ Universal Database

¢ |BM DB2 far 0S5 and 054390

" Oracle Enterprise Edition

™ 5QL Server Enterprise

Installshield

HEelm | = Back

Cancel




15. Fill the fields as appropriate for your environment and click Next button.

WebSphere sl

IBM DB2 Universal Database Properties

DhDriver: The database driver class
|COM.ibm.db2.jdbc.app.DBZDriver

DbLibrary: The directary and narme of the ziphar file containing JOBC driver class
|C:J’IElMISQLLIEleavaIdbEjava.zip

JdhcProviderMame: The name ofthe JDOBG provider to be used
[wpdb DBC_db2

IngtallShield

Help | = Back

cancel
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16. Fill the field as specified in the screenshot and click Next button.

WebSphere JZ§E]

Community Database Domain Properties

Target Database

DbMame: Database name
|comm_a

DhSchema: Database schema

|communit\f
DataSourceMame: Datasource to be used for WWehSphere Portal

|WpdbDS_c0mmunity

DhlUser: Database administrator user name
|db2admin

DbPasswaord: Database administratar password
IH—A—A—A—A.—A—A—!:

Dhrl: JDBC URL

Jiabe:dnz:camm_a

Installshield

Help | = Back

Cancel
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17. Fill the field as specified in the screenshot and click Next button.

WebSphere. s

Customization Database Domain Properties

Target Database

DbMame: Database name

|cust_a

DhSchema: Database schema

|customization

DataSourceMame: Datasource to be used forWehSphere Portal
|WpdbDS_cust0mizatiUn

Dhlser: Database administrator user narme
|db2admin

DbPassword: Database administrator password
Ia—a—a—a—a—a—a—a—k

DblUrl: JOBC URL

Jigbe:dn2:cust_a

InstallShield

Help | = Back

Cancel




18. Fill the field as specified in the screenshot and click Next button.

WebSphere. [zs¢

Java Content Repository Database Domain Properties

Target Database

DhiMame: Database name

Jierab_a

ChbSchema: Database schema

|jcr

DataSourceMame: Datasource to be used farWebSphere Poral
[wndbDE_jer

Dblser: Database administrator user name

Jdb2admin

DbPassword: Database administrator password

Dburl: JOBC URL
Jibe:dbz:jord_a

Installshield

Help | = Back

Cancel




19. Fill the field as specified in the screenshot and click Next button.

WebSphere JZ§E]

LikeMinds Database Domain Properties

Target Database
DhrMame: Database name

[Ikmddb_a

DbScherma: Database schema

Jikeminds

DataSourceiame: Datasource to be used forWehSphere Portal
fwpdbDS_likeminds

Dhlzer: Databhase administrator user name
|ab2admin

DbPassword: Database administrator passward
Imm

DbUrl: JDBC URL

Jiabe:dbz:Ikmedb_a

InstallShield

Help | = Back Met = Cancel
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20. Fill thefield as specified in the screenshot and click Next button.

WebSphere. Jz0E]

Release Database Domain Properties

Target Database

DhMame: Database name

|Wpsdm_a

DhEchema: Database schema

|release

DataSourceMarme: Datasaource to be used far WehSphere Portal

|WpdbDS_reIease

DhUser. Database administrator user name
[ab2admin

DbPassword: Database administratar password
[

Dbl JOBC URL

[idbe:dbzwpsdm_a

InstallShield

Help | < Back MNext = Cancel
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21. Fill thefield as specified in the screenshot and click Next button.

L L TG Portal

Member Manager Database Domain Properties

Target Database
DhMarme: Database narme

|Wmmdb_a
DataSourcehame: Datasource to be used for WehSphere Portal

|WpdbDS_wmm

DhUser: Database administratar user name
|dbzadmin

DhPassword: Database administrator passward
IDbUrI:JDEIC URL

Jibe dbzwmmdn_a

Installshield

Help | = Back Newt = Zancel
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22. Fill thefield as specified in the screenshot and click Next button.

Aﬂr Websphere Portal Configuration Wizard

WebSphere JZ§E]

The wizard is ready to run the following task for the database domains listed in the tahble.

# Transfer data to another databhase

Revigw the settings.

Domain Source Database Target Datahase
Cammunity IBM Cloudscape ||IEM DB2 Universal Database
Customization IEW Cloudscape || IBM DB2 Universal Database

Java Content Repositary | IBM Cloudscape || IEM DB2 Universal Database

Likehtinds IBW Cloudscape  ||IBM DB2 Universal Database
Release IEM Cloudscape || IEM DBZ2 Universal Database
Mernber Manager IBM Cloudscape  ||IBM DB2 Universal Database

To change any settings, choose Back. Ifyou are satisfied with the settings, choose Next.

InstallShield

Help | = Back | Met = | Cancel |

23. After the task completes successfully, ensure Portal is started and please verify the
Portal by rendering the Portal from a browser:

The default Portal URL is http://pnode: 9080/wps/portal



Configure Portal tousearemote | BM HTTP Server

With WAS 6, the web server architecture has changed significantly. The web server is
now listed as a separate Server in the AdminConsole and can be managed from there as
well.

Details on how to configure aweb server to WAS 6 can be found in the WAS InfoCenter
at the following links:

http://publib.boul der.ibm.com/infocenter/wasi nfo/v6rO/topi c/com.ibm.websphere.nd.doc/
info/aelaeltins webplugins_single.ntml

http://publib.boul der.ibm.com/infocenter/wasi nfo/v6r0/topi c/com.ibm.websphere.nd.doc/
info/ae/aeltins_ webplugins remotesa.html

1. Install the Web server on aremote machine
/<cd root>/W-9/IHS/install.exe

2. Install the plugin on a remote machine

/<cd_root>/W-9/plugin/install.exe
3. Move configurewebserverl.bat script from <
/<plugin_root>/bin to the /<was_root>/bin on the DMGR machine.

4. Run configurewebserverl.bat Script on dmgr.

Note: When running the configurewebserverl.bat script you should be prompted by a
pop-up box to provide the WSAS admin user credentials.

Providing these credentials to essential for the script to be able to make a SOAP
connection to the DMGR since security has been enabled by the Portal install.

On UNIX environments the pop-up box may not appear and you will receive a credential
error when attempting to run the configurewebserverl.sh script. If this occurs, please edit
the <dmgr_profile_root>/properties/soap.client.props file temporarily and add the current
userid and password for the following properties:

com.ibm.SOAP.loginUserid

com.ibm.SOAP.loginPassword

After adding the values and saving the file, simply re-run the configurewebserverl script.
Once the script has completed, please edit the soap.client.props file again and remove the
userid and password you just supplied.
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This script creates the Web server node in the AdminConsole.

* Welcome Nodes
B Sarvars Nodes 7=
B Applications 4
Bl Resourcas A node comresponds to a physical computer systemn with a distinct IP host address. The node name is usually the
s same as the host name for the computer, The following table lists the nodes in this cell. You can add nev nodes
Ll into the cell by clicking on "Add bode” and specifying & remote, running WebSphere Application Server instance.

B Environment @ Prefarances
& system administration A hoda T Permevenoss T rormbeine TN Sveavonze I FiResncnonee. T oce]

= Cell -

o Deployment manager B ﬂ: _‘TL ?I

" Nodes = %

Select| Nama 2 | Version Discovery Protocol | Status ()

& Mode agants F L 1| " =

s Mode groups ri irvanymiode0l £.0.0.2 TCR (2]

® Save Changes to Master Repository r lsi i h 6.0.0.2 TCP

B Console settings

[ |tessssdorvmceliManagena | 6.0.0.2 TCR @

Monitoring and Tuning |
B Troubleshooting | Total 2
Bl sarvice integration

and the Web server server entry in the AdminConsole

welcome Wab servers Close page

B servers T
= Application servers

Web servers
Fanaric pervars

IMS Servers Alist of installed Web servers.
SR G [ Prefersnces
Clustars =
densrare Plug-in Propagate Plug-in Hew Delats Templates.. Start | | Stop Terminate I
Cluster tapalogy I I _] ] ] _I _]
Core groups (= =i
B applications Saluct| Hame Hoda 2 - |\.rmiu.. £ | Status 0
B resources O wabserverl patty. ralaigh.ibm.com |é,n.n.2 P
B Security B = '-IG- o : :
Total 1
B Ervironmant

B Systern administration

The script aso tries to map all the existing Enterprise Applications (EAS) to the Web
server entry, but may fail on some Windows environments because of the fact that some
of the Portal EAs have more than 256 charactersin their paths.

Theresults are that after thisfails the node and server entry are created successfully, but
none of the EAs are mapped to the Web server. This means that when you regenerate the
Web server plugin it does not know about any of the EAs and therefore none of them are

listed in the plugin-cfg, which means that if the plugin is moved to Web server it will not
be able to serve the EAs.

If the configurewebserver 1.bat script completes successfully then please move forward
to Step 6. If the script runs successfully you will need to logout and login back into the
DMGR AdminConsole to see the changes before moving to Step 6.

If you are on Windows and the script fails because of the 256 character limit, you must
follow the following procedure, Step 5, to manually map the EAs to the web server.
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5. So to accomplish this you must manually map each of the Enterprise Applications to
the WebSphere Portal server AND the webserverl server thru the AdminConsole by first
navigating to:

Applications>Enterprise Applications

In this example, we will map the wps EA as an example. This should be done for each
EA that you wish the Web server to serve.

Click on the EA name, in this case “wps”...

» Welcome Enterprise Applications

B servers Enterprise Applications

B Applications B T oy

= Enterprise Applications Lists installed applications. A single application can be deployed onto rmultipl

» Install New Application
@ Preferences

Resources

B [Startl [Stop[ [ Install | | Uninstall | ] Update ] | Rollout Update I [
H Securty — =

B Envircnment |Ei i@] - %l

E systen administration Select| Name & Status )
[ Monitaring and Tuning Filter: wps*

B Troubleshooting

[ Service integration

B upp1

Click on Map modules to servers

= Welcome Enterprise Applications

Bl Servers [Enterprise Applications ]

B Applications Enterprise Applications > wps

® Enterprise Applications Enterprise Applications

= Install Mew App ication

Configuration ” Local Topology |
F Rescurces
FE Security
E Environmant Seneral Properties Additional Properties
-
B sSystermn administration Hame ign baan failover sattings
B Monitoring and Taning = Session management
Binary Management apoll fil
B Troubleshooting # application bina‘ies ERED
E sService integration $(APP_INSTALL ROOCT)irvan Likrangs
= Targstmappings
B vopr [T Use metadaza from binaries = Last it support gt
Yiew Deployment Descriptor
¥ Enable distrisution n
= Provide JMS and EJB endpoint URL
Valldatise information
warn _= . E ll. I !! E:l fl
Brovide HTTP endpoirt URL
Class Loading and File Update Detection information
# Class loader mede = Map security roles to users/groups
[FarentFirst =] = Provide JND] Mames for Beans
#* WAR class loader policy = Map resoyrce raf to resoyrces
Module = = Map virtual hosts for Web modules
= Map resource env entwy references to
T Enable dass raloading resources
Raeloading intarval - !.i.n_‘nqﬂ'.u_!mm
E] ]
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Select the Module, WebSphere Portal Server (wps.war) and then highlight both the
webserverl and WebSphere Portal entries listed in the Clusters and Servers box and
click Apply

Welcome arprise Applics Close page
B Servers rprise Applications
a lications " |

des > wps > sarvers

= Enterprise Applications
n Install Hew Application

Map modules to servars

Specify targets such as application sorura or dusters of application servers where you want to install the modules contained in your

B resourcer spplication, Modules can be installed o sarne applicstion server o ed among seversl lication servers, Also, specity
the Wab servers as targets that vill serve as routers for requests to this Tha plug-in 9 file (plugin-cfg, xml) for
B sacurity wach Web server is genersted based on the applications which are routed through it
B Enviranmeant
B systern administration
B Manitaring and Tuning
B Troubleshooting
B sarvics intagration Select Meduls | URI Server
b ucor | WPS Task | wp.scheduler. ejb.jar,META- | Web3pt I=tp L,r wmiodedl,server=wabsphere_PFortal |
Scheduler | INF/ejb-jar. xml |
wabSphara WabSph il | allo d mNadenl bSph _Partal
W ponal wps.war, WEB-INF/veb.xm
Servar
WabSphere WebSph il d wli01,nod jall,serve bSphere_Portal |
r Portal wpe_facade war, WEB-
Sarvar INF/wab.umi
Facade

[ok] [cancel

Now you will see that the Module WebSphere Portal Server (wps.war) is now mapped to
both servers:

Walcome Arprise AppIicy Clote page
B sarvers vise Applications

E Applications - "

= wps > ing servers

Entarprize Applications
= Install Hew Application

Map modules to servers

Sp-af\r t,argcu such a3 application servers or dusters of application ser

rs where you want to install the modules contained in your
an the same spplication server or disperied among severa application servars. Also, specify

B Resourcas

the Wab servers ar targets that vill serve as routers for requasts to this The plug-in Fig file (plugin-cfg. xml) far
Bl security each Web server s generated based on the applications which are routed lhrnuqh It.
B Enviranmant Clusters and Sarvars:
WabSph li=tp v‘,ﬂﬂd‘“ L1 tiltl h. Ibm com.ervar=vebierverl
B system administration e oo all01 P sy
websphcurull-tpeuadon.-mCQIIDJ., de=i :] :.w... phere_Portal Apply

B Manitering and Tuning

B Troublashoaoting

B Service integration Madule | LRT Sarver

B upor r WPS Task | wp.scheduler.sjb.jar,META- | WebSph li=tp d wling, irvarvmMode0l bSphare_Paortal
Schedular | INF/ejb-jar. i
webSphere .wehﬁuhen:ull-tpundarvmtallﬂlmodl-petb_ eigh. lbm. com, server=vebserverl
O Portal wps.war, WEB-INF/wab.xm | WebSphere:call=tpescadorvmCallol, node=irv P _Portal
Server
wabSphare | WebSphare:cell=tpescadarvrmnCell0l, node=irvarvmiodeDl, serversWabSphere_Portal
] Portal wps_facade war, WEE-
Server INF/ wab. xmil

Facade

% Cancel
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6. Then regen the plugin by navigating to Servers>Web servers and select the webserverl
entry and click Generate Plug-in. Thisiswritten to:
<dmgr_profile_root>/<profile_name>/config/cells/<cellname>/nodes/<no
dename>/servers/webserverl/plugin-cfg.xml

B Servers Web servers 7%

Web servers
IME Servers A list of installed Web servers.
Web servers @ Preferences

Clustars & 1
| @enerate Plug-in ,\J Propagate Plug-in New| | Delete Templates.., start | [stop| | Termina te
Cluszer topology 1 I —I I _I —I
B Core groups & O 2
B Applications Select| Mamea & | Hode 3 Version o _ Status ()
B Resources ~ websaryarl | patty.ralsigh, ibm.com 6.0.0.2 =+

Bl Secunt v

B Environment

Tatal 1

B system administration

7. Move the plugin to the remote Web server which is under
<plugin_root>/config/webserverl

8. Restart the DM GR, Web server and Portal

9. Change the WpsHostName and WpsHostPort properties in the wpconfig.properties to
reflect the Web server values

10. Verify the Portal can be accessed thru the Web server

Createthe cluster definition

Note: Y ou must add the Portal AdminPwd and the WasPassword values to the
wpconfig.properties file and all the database password valuesto the
wpconfig_dbdomain.properties file or supply these values on the command line. Thisis
because of what was described before in that the ConfigWizard replaces all the password
values with the string, “ReplaceWithYourPassword” for security reasons.

Also, please ensure that the PrimaryNode property in the wpconfig.propertiesis equal to
True.

Important Note: If you wish to change the name of the cluster to something other than
the default in the wpconfig.properties file, you MUST change is now BEFORE the
cluster definition is created. This can be changed by editing the wpconfig.propertiesfile
and changing the Cluster Name property.

Also, the cluster-setup task will automatically configure the DRS settings for the nodes in
the cluster.

1. Run <wp_root>/config/WPSconfig.bat cluster-setup

2. Restart DMGR, nodeagent and WebSphere Portal to load the new configuration

3. As acheckpoint in the process, you now have a 1 node cluster configured to an
external database and using the WMM database for security.
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Install WSAS 6.0.2.9/WPS 6.0.1.1 on future cluster node,
Node2

Important: This guide explicitly defines the required approach to build a Portal cluster
which has been installed on WebSphere Process Server. To do this you must install Portal
into an aready federated WSAS/WPS profile. Because of this requirement, we MUST
install WSAS/WPS from their native installers and federate the node BEFORE using the
Portal installer to install Portal.

1. Install WSAS on Node2 by running the installer from:
<cd_root>/W-1/windows/ia32/ifpackage/WAS/install .exe

Note: Make sure the installer screen is titled “Welcometo IBM WebSphere
Application Server Network Deployment, V6”. This title means that you can usethis
installer to install either, DMGR or WSAS profiles. If the title is “WebSphere
Application Server Version 6.0”, you are using an installer that only has the ability to
install WSAS profiles and not DMGR profiles:

i Installation wizard = lﬂl XI

2 Welcome to IBM WebSphere Application Server Network Deployment, V6

About this custom installation package..

This edition of YWehSphere Application Serer supports multinode,
multiprocess distributed environments.

|»

In prior releases, a complete Network Deployment installation was achieved by
running two separate installation procedures, each fram its own CD. In Yersion
B, you can define an equivalent configuration from a single installation in a
two-part procedure that uses wizards.

In the first pan, this installation wizard will guide you through the installation of
WebSphere Application Server core product files,

Upon completion of the first pant, a secondwizard will guide you through the
creation of a run-time environment for the WWebSphere Application Server
product, known as a profife. At least one profile must be craated to have a
functional installation.

InstallShield

= Back




2. If installing on Windows, when asked for install location, please shorten the default
path. Thereis a path name limitation in Windows. Windows cannot handle path names
longer than 256 characters.

i Installation wizard H=]

Installation directory
IBM WiebSphere Application Server Metwark Deplayment, WE will be installed to the specified
directary.

You can specify a different directory or click Browse to select 3 directory.

Directory name:
[CuBMAS

Erowse... |

Install=hield

= Back Mext = Cancel
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3. You should be prompted during the install (with a panel near the end) if you would like
to create a profile....at this time please choose NOT to create a profile by making sure the
“Launch the Profile creation wizard” checkbox remains UNCHECKED. We will create a
WPS profile at the end of the WPS install.

i Installation wizard ;IE'E'

Installation is complete

|»

The core product files for IBM WehSphere Application Server Netwark
Deployment, V6, installed successfully.

The next step in the installation process is to create at least one run-time
environment, known as a profile. Each profile contains either a deployment
manager, a node that is administered by 3 deployment manager, or a
stand-alone application server.

[~ Launch the Profile creation wizard

Important : At least one profile must existto have a functional installation. Itis |
strongly recommended that you create a profile now. Ifyou do not create a profile
nowy, you must launch the Profile creation wizard or use the wasprofile

command line utility to create one later. | _’.ﬂ
4 3
InstallShield
= Back Cancel I

4. The WSAS installer from the Portal CDs will automatically upgrade WSASto 6.0.2.9
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Install WPSv6.0.1.1

5. Install WPS 6.0.1.1 by running the installer from:
<cd_root>/W-2/windows/ia32/WBI/install .bat

Note: Please ensure you use the install.bat file and NOT the install.exe to install WPS

6. Ensure you use the existing WAS you just installed:

i IBM WebSphere Process Server for Multiplatforms 6.0.1 Installation Wizard o =] |
_ ' Detected WebSphere Application Server, Yersion 6.0
o The Installation Wizard detected an existing installation of WehSphere Application
e Serer, Wersion 6.0 on your computer. Yau can either use an existing installation ar
. / install a new copy. Installation will occur simultaneously with WehSphere Process
Server 6.0.1.

A

Install a new copy of
YWehsSphere Application Server Metwork L eploviment, Yersion b.1

. Llse an existing installation of
WebSphere Application Server Metwork Deployvment, Yersion 6.0

InstallShield

= Back Pext = Cancel
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7. Y ou should be prompted during the install (with a panel near the end) if you would like
to create a profile. At thistime we will create a WPS Custom profile. Please ensure the
“Launch the Profile Wizard” checkbox is CHECKED and click Next to launch the WPS
profile creation wizard.

i 1BM WebSphere Process Server for Multiplatforms 6.0.1 Installation Wizard ) -||:||5|

Installation complete

IEM WebSphere Process Server for Multiplatforms 6.0.1 was installed
successfully.

WehSphere Process Server 6.0.1 includes the ability to create a profile for a
deployment manager, managed node, ora stand-alone Process Server. Use the
Mrofile Wizard to create an operational environment that includes one ofthese
profiles. Launch the Profile Wizard now to get started.

¥ Launch the Profile Wizard

Click Next to continue.

Instalishieid

= Back

Cancel I

Note: If you have to launch the WPS profile creation wizard manually, please ensure you
launch the WPS profile creation wizard and NOT the WSAS profile creation wizard. The
WPS profile creation wizard script is located at:

<wsas_root>/bin/ProfileCreator _wbi/pcatWindows.exe
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8. After the profile creation wizard is launched, ensure the “Custom profile” radio
button is selected on the “Profile type selection” panel and click “Next”:

En Profile Wizard

InstaliShield

=0l x|

Profile type selection

A profile defines a runiime environment. Choose the type of profile to create
or augment that is best for your needs. Although you can create or augment
just one profile at a time, you can rerun the Profile Wizard multiple times to
create or augment additional profiles.

Deployment manager profile

The first step in seting up a Network Deployment environment is to
create a deployment manager, A deployment manager administers
process servers and application servers that are federated into
{made a part of) its cell. The next step is to create additional profiles
and federate them.

Custom profile

A custom profile centains an empty node, which does not contain an
administrative console or any servers. The typical use for a custom
profile is to federatz its node to a deployment manager. After
federating the node, use the deployment manager to create a
server or a cluster of servers within the node.

=

= Back Next = Cancel
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9. Because security is enabled in the cluster, you will not be able to use the automatic
federation feature on secondary nodes. Please ensure the “Federate this node later using
the addNode command” checkbox is checked.

=

-~

Federation

A custom profile contains an empty node that must be federated to a
deployment manager to become a functional managed node. Identify a running
deployment manager that will administerthe node or choose to federate the
node later using the addNode cormmand.

The hostname or the IP address for the ceployment manager.
fyourca.com

The SOAP port for the deployment manager (8879 is the default):
{8679

V¥ Eederate this node later using the addNode command.

You must federate this node later ifthe deployment manager :

i ILILI

InstallShield

= Back Next = I Cancel |
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Federate the profileto DMGR

10. After the profileis created we will federate the node using the addNode command
Before running the addNode.bat command ensure the DMGR has been started

To add a node to the deployment manager cell, run the script addNode.bat command on
the command line of the snode to be added:

<wsas _profile_root>\bin\addNode.bat <deployment_manager_host>
<deployment_manager_port> -username <admin_user_id> -password
<admin_password>

Where:

wsas root isthe root directory on WebSphere Application Server.
deployment_manager _host is the Deployment Manager host name.
deployment_manager_port is the Deployment Manager SOAP connector-address. The
default value is 8879.

Note: This value can be determined by accessing the DMGR AdminConsole and
navigating to:

System Administration>Deployment Manager and then expand the Ports property under
Additional Properties and then you can see the value for
SOAP_CONNECTOR_ADDRESS.

admin_user_id isthe WebSphere Application Server administrative user name. This
parameter is optional but isrequired if security is enabled.

admin_password is the administrative user password. This parameter is optional but is
required if security is enabled.

Example:
addNode.bat dmgr 8879 —username admin —password password

Note: To run the addNode command here you MUST supply username and password
because security has been enabled on the DMGR.

See the appropriate Network Deployment Information Center for details on the addNode
command.

http://publib.boul der.ibm.com/infocenter/wasi nfo/verO/index.j sp?topi c=/com.ibm.websph
ere.nd.doc/info/welcome_nd.html
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Upgrade WASv6.0.2.9tov6.0.2.17 and WPSv6.0.1.1to v6.0.2.1

11. After the DMGR profileis created and federated to DMGR, then upgrade WAS
v6.0.2.9 to version 6.0.2.17 and WPSv6.0.1.1 to version 6.0.2.1. WebSphere® Process
Server Version 6.0 Refresh Pack 2 for Windows platforms, also known as Version 6.0.2,
contains WebSphere Application Server v6.0.2 fix pack 17 for windows platform with all
required fixes. Y ou can download the fixpack 6.0-WS-WPS-ESB-WinX32-
RP0000002.zip from:

http://www-1.ibm.com/support/docview.wss?rs=2307& uid=swg24014373

12. Extract the fixpack to <was_root>\updateinstaller and run the script updateWPS-
WESB-6021.bat on the command line of the snode.

o | O WINDOWSh system 32 cnd.exe - updateWPS-WESB-6021.bat

D =

rrrrrr

=
D 5

(=
=
=

=
D 5

=

=
=
=

Note: If you get any errors during upgrade process, fix those errors and run the batch file

again. You will not be able to start the nodeagent until you complete Step 12 of the next section titled,
‘Install Portal onto the managed node, Node2’. This is because of an incomplete wmm security
configuration.
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I nstall Portal onto the managed node, Node2

13. Before installing Portal please move the WMM jars. Update the secondary node with
required WMM jar files. Thesefiles are located on the Setup CD provided as part of the
installation package for WebSphere Portal. Copy the following files from the:
<cd_root>/W-Setup/dmgr_wmmjars directory on the Setup CD to the

<wsas_root>/lib directory on the secondary node:

wmm.jar

wmm.gb.jar

wp.wirejar

14. Ensure the time-out request for the Simple Object Access Protocol (SOAP) client for
Node 2 has been increased to 6000. The default, in seconds, is 180.

Within the <wsas_profile_root>/properties/ directory, edit the

soap.client.props file. Change the line to:

com.ibm.SOAP.requestTimeout=6000

15. Begin the Portal install by using this command:
<cd_root>/W-Setup/install.bat -W startPortal ServerSequence.active=false

4k websphere Portal Yersion 6.0 Installer

WebSphere. [ziliF]

Welcome to WebSphere Portal Version 6.0, The wizard will install WebSphere Portal onto your computer,

To access information about this product, press the Launch Information Center button.

Launch Infarmation Center

To continue, press Mext.

InstallShield

= Back Cancel |
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16. Accept the license agreement:

4P Websphere Portal ¥Yersion 6.0 Installer

Porta

Flease read the following license agreement carefully.

International Program License Agreement

FPart1- General Terms

BY DOWMNLOADING, INSTALLING, COPYING, ACCESSING, OR USING THE PROGRAM YOU AGREE TO
THE TERMS OF THIS AGREEMENT. IF ¥OU ARE ACCEPTING THESE TERMS ON BEHALF OF ANOTHER
FPERSON OR A COMPANY OR OTHER LEGAL ENTITY, YOI REFRESENT AND WWARRANT THAT YOU

HAYE FULL AUTHORITY TO BIND THAT FERSON, COMPANY, OR LEGAL ENTITY TO THESE TERMS. IF
OU DO NOT AGREE TO THESE TERMS,

F DO NOT DOWMLOAD, INSTALL, COPY, ACCESS, OR LUSE THE PROGRANM, AND

- PROMPTLY RETURMN THE PROGRAM AMND PROCFE OF ENTITLEMEMT T2 THE PARTY FRCM WHC M
AL ar Ol IRED T T MRTAIR & FEFLIMD OF THE &bl IMT %ol L PAIN IE %0l L Dok manEn THE

Fead nan-IEM terms

@ {accept both the |BM and the non-IBM terms:

™ I do not accept the terms in the license agreement

Print |

InstallShield

< Back et =

=l

Cancel




17. Select Custom asthe install path

&b WebSphere Portal Yersion 6.0 Installer

WebSphere J20E]

Select the installation type yvou prefer.

" Typical
ﬁ Install & nesw version of WehSphere Portal with WehSphere Application Server

ﬁ Install & nesw version of WehSphere Portal on an existing version of WehSphere Application Server

InstallShield

< Back

| cancel
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18. Select the existing WebSphere AppServer install location and check the box next to

“Install on a managed node”

@ Websphere Portal ¥ersion 6.0 Installer

LG RTTHECE Portal

Selectthe location ofthe existing instance of WehSphere Application Server.

Existing WebSphere Application Server instances:
CAEM S

Mote: WebSphere Portal Yersion 5.0 can only be installed on certain versions of WebSphere Application
Serverersion 6.0,

[ install on a mananed node

InstallShield

wlih |

= Back

Cancel
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19. Select Secondary Node and select the desired profile that you wish to install Portal
onto

& WebSphere Portal Yersion 6.0 Installer

WebSphere J2hisz]

Managed node input

Selectthe type of node:
" Primary Mode
¢}

Select an existing profile:
# CSMode

_ o ullhid i
InstallShield

= Back et = | Cancel
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20. Provide the current WSAS Admin User and password.

&b WebSphere Portal ¥Yersion 6.0 Installer

G ST TG Portal

Enter the WWehSphere Application Server administrative user ID and passward.

user IDs usedto access the operating system itself.

UszerlD:

This user D is used to access WehSphere Application Serer with administrator authority after
installation. This user ID is only used to log into WebSphere Application Server and is not related to any

Jadmin

Passward:

I-a—a—nm—a—n—r

Confirm passward:

I-A-.«-A—A—a—.«-.«-x—x

InstallShield

= Back

Mewt = | Cancel
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21. Define the desired location for Portal to be installed

&b WebSphere Portal Yersion 6.0 Installer

WebSphere. Jle]
WebSphere Portal will be installed in the following directory.

Toinstall to a different path, press Browse and select another path. Space Required: 1513 MB

WebSphere Paortal installation directary:

CAUBMUNP|

Browse |
i -r‘.‘ |
InstallShield
= Back Mewt = | Cancel
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22. Define the Portal Admin User and password

@ Yehsphere Portal ¥ersion 6.0 Installer

LGS Portal

Enter the WwebSphere Partal administrative user 1D and password.

This user |D is used to access WebSphere Portal with administrator authority after installation. This user
IDvis only used ta lag into WehSphere Portal and is notrelated to any user IDs used to access the

operating system itself.
UszerID:
|admin

Password:

I-A—A—A—A—A—A—A—A—k

Confirm password:

=

InstallShield

< Back MNext = Cancel

70




23. Decide whether you want WSAS and Portal to run as a service. In this guide we
choose NOT to run either as a Windows service.

&b WebSphere Portal Yersion 6.0 Installer

WebSphere J2LiE]

Selectthe products to run as a service.

You can use Micrasoft @wWindows B Services to run the following features: start and stap services, and
configure startup and recovery actions.

[~ WehSphere Application Server
[ webSphere Portal

Windows Administrator Uger 1D:
|Administrat0r

Passward:

InstallShield

Cancel |

= Back
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24. Review Summary panel and click Next to begin the install

4P WebsSphere Portal Yersion 6.0 Installer

WebSphere [zhisz]

WehSphere Portal is ready to install.

Ifyou want to reviewr or change any setlings, press Back. Ifyou are satisfied with the settings press MNext
to begin copying files.

Previously installed products:
wiehSphere Application Server
CABMWAS
Praducts to install:
WehSphere Portal 6.0 1513MB
CAIBMAP

InstallShield

= Back Cancel
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25. Verify that portal install successfully and click Finish

&k webSphere Portal Yersion 6.0 Installer

WebSphere Jzz]

Installation was successful.

Please review the message log CUBMMWPUominstallmessages.td for any installation warnings. s
Previously installed products:
WebSphere Application Server
CUBMOWYAS

The following products are now installed on your camputer:
WebSphere Portal 6.0 151 3ME
CUBMWYE

First Steps gives you access to launch WebSphere Portal and view product documentation.

[¥ Launch First Steps

WebSphere Partal is listening on port 9080,
The VWehSphere Portal is now available at hitp:ocalhost90800wpsiportal.

InstallShield

I mportant: Do not attempt to start the WebSphere Portal to verify it’s operational after
installation. Because you installed as a secondary node, no enterprise applications or
portlets will be installed onto the WebSphere Portal instance on the secondary node. This
will make the Portal to not be operational until it is added to the cluster.
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Add Node2 to the cluster definition

Important Note: Next we will run the cluster-setup task to add Node2 to the cluster. Itis
important to know that with Portal v6 the connect-database task has been integrated into
the cluster-setup task. If the PrimaryNode property is defined as False, the cluster-setup
task will perform the connect-database to point the secondary node to the existing cluster
database. Therefore during this step we will be required to ensure that the database
properties are correct in the wpconfig.propertiesfiles.

Also, the cluster-setup task will also automatically configure the DRS for the nodesin the
cluster aswell.

27. Make abackup of the original wpconfig_dbdomain.properties and
wpconfig_dbtype.properties files on Node2 and then copy the
wpconfig_dbdomain.properties and wpconfig_dbtype.properties from nodel to node2 to
ensure the same database configuration.

28. Ensure the ClusterName and PrimaryNode and ServerName and Portal AdminPwd
and WasPassword in the wpconfig.properties file have correct values.

ClusterName should be the name of the cluster created when running the clustersetup
task on the Primary Node, Nodel.

PrimaryNode should be set to “false” because this is a Secondary Node.

ServerName is REQUIRED to be changed from WebSphere Portal. The clustersetup task
is written to automatically remove the WebSphere Portal server during the
action-remove-appser ver-wps task. This occurs at the end of the cluster-setup task and
ONLY occurs when the PrimaryNode is set to “false”. This happens because of the fact
in previous versions of Portal when you build a cluster you have 2 WebSphere Portal
server entries for the secondary nodes....like for example, WebSphere Portal_2 (which
was the true cluster member) and also aWebSphere_Portal entry (which was a “ghost”
server) and most customers wanted the “ghost” server removed to avoid confusion.

I mportant Note: However, because of this requirement you will NOT be allowed to
have the server name, WebSphere Portal, across al the clustered nodes.

If the ServerNameisNOT changed to something other than WebSphere Portal, you
will have an incorrect cluster configuration and to recover you will berequired to
reinstall Portal on Node2.

Portal AdminPwd should be set to the password defined at install which should be the
same as the Portal password on Nodel. WasPassword should be set to the WSAS
password defined at install which should be the same as the WSA'S password on Nodel.

29. Install the client software, DB2 Connect, on the same machine as WebSphere Portal
and WebSphere Application Server. Installing DB2 Connect enables the WebSphere
Portal to use the required JDBC drivers. You must also ensure that the DB2 Connect
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installation is the same name as the server profile name. Refer to the DB2information
center for more information:
http://www.ibm.com/software/data/pubs/

30. The following pre-requested fix packs must be installed on DB2 client and server
machines before database transfer.

a For DB2 v8.1 Fix Pack 14 must be downloaded and installed.

b. For DB2 v9.1 Fix Pack 1 must be downloaded and installed.

C. Fix Pack can be downloaded from the link:
http://www-1.ibm.com/support/docview.wss?rs=71& uid=swg27007053

31. Again, in Portal v6 the connect-database task has been integrated into the clustersetup
task. So, now because of this we must run the validate database tasks. If the passwords
are defined in the wpconfig_dbdomain.propertiesfile, the the —D options below are not
required at the command line

WPSconfig.bat validate-database-driver
WPSconfig.bat validate-database-connection-wps - DDbPassword=password

WPSconfig.bat validate-database-connection-jcr
- DJcrDbPassword=password

WPSconfig.bat validate-database-connection-feedback -DFeedbackDbPassword=password

WPSconfig.bat validate-database-connection-likeminds
-DLikemindsDbPassword=password

WPSconfig.bat validate-database-connection-wmm
-DWmmDbPassword=password

32. Run <wp_root>/config/WPSconfig.bat cluster-setup.

33. Restart DMGR, and then the nodeagent and WebSphere Portal_2 on Node2, and also
restart the webserver to load the new configuration.

34. Verify the Portal install by accessing it thru a browser. By default Portal isinstalled
onto port 9081
http//<hostname>:9081/wps/portal

35. Also verify the new cluster member is available thru the webserver. The webserver
plugin-cfg.xml may have been updated by the cluster-setup task if the webserver pluginis
setup to be propagated viathe WSAS config. Please see WSAS documentation for more
information on this.

If the plugin-cfg.xml needsto be updated manually, please follow these instructions to
regen the Web server plugin:
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a. Regenerate the Web server plug-in using the deployment manager administrative
console.

b. If you are using aremote Web server, copy the updated plug-in configuration file
(plugin-cfg.xml) to the Web server's plug-in configuration directory.

c. Stop and start the Web server.

d. Restart all nodes in the cluster.

36. Edit the wpconfig.properties on Node2 to reflect the Web Server configuration.
Change the following properties:

WpsHostName

WpsHostPort
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Configure Portal Node 1, Portal Node 2 and the DM GR for
L DAP security with Realm Support

Installing an LDAP server is not part of the default IBM® WebSphere® Portal
installation, so you must install, setup, and configure the IBM Tivoli® Directory Server
separately. You can install the Tivoli Directory Server on the same machine as
WebSphere Portal or you can install it on aremote machine. In this guide we will use
Tivoli Directory Serve rv5.2 on the same machine where DB2 server isinstalled.

1. Install Tivoli Directory Server v5.2 by running the setup.exe file at:
<tivoli_installation_root>\ismp\setup.exe

o2 IBM Tivoli Directory Server 5.2 =]

[ % . Welcome to the InstallShield Wizard for IBM Tivoli

N ~ Directory Server 5.2

w  The InstallShield Wizard will install IBM Tivali Directary Server 5.2 on your computer.
To continue, choose Mext.

IBM Tiwali Directary Server 5.2

InstallShield

= Back

Cancel |
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2. Accept the license agreement and click Next.

&2 IBM Tivoli Directory Server 5.2 !E[E
YA
b - o
. ) d Please read the fallowing license agreement carefully.
‘nﬁ;? a-) International License Agreement for Mon-Yvarranted Programs il

FPart 1 - General Terms

~ B DOWMNLOADING, INSTALLIMG, COPYING, ACCESSING, OR LISING THE
~EE FPROGRAM YOU AGREE TO THE TERMS OF THIS AGREEMENT. IF YOLU ARE
l j ACCEPTIMG THESE TERME OM BEHALF OF ANOTHER PERSOMN OR A COMPANY
i OF OTHER LEGAL ENTITY, ¥OU REPRESEMT AND WARRANT THAT YOLI HAVE
FULL AUTHORITY TO BIND THAT PERSOM, COMPAMNY, OR LEGAL EMTITY TO

M THESE TERMS. IF ¥OL Do MNOT AGEEE TO THESE TERMS,
-~ : - DO MNOT DOWMNLOAD, INSTALL, COPY, ACCESSE, OR USE THE PROGRAM; AMND
< ' | FPROMPTLY RETURMN THE PROGRAM AND PROGF OF ENTITLEMENT TO THE =l
;,,"':-e#f: 3 ' 1 acceptthe terms in the license agreement
{" I da not acceptthe terms in the license agreement
F { [}
InstallShield

= Back Mext = Cancel

3. Specify the TDS installation location and click Next.

&2 IBM Tivoli Directory Server 5.2 |_ |Of x|
Zl - o ; Click Mext to install "IBM Tivoli Directory Server 5.2" ta this directory, ar click Browse to
G g install to a different directory.
% B ) Directory Mame:
S N | CUBMILDAR

Installshield

= Back Mext = Zancel
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4. Select the language and click Next.

&2 IBM Tivoli Directory Server 5.2 H=] E3

‘\‘?‘{/\ Selectthe language for IBM Tivoli Directory Server:

m N ——

S| English
" French
™ German

™ ltalian

= Japanese

" Karean

" Portuguese (Brazil
" Simplified Chinese
" Spanish

" Traditional Chinese

InstallShield

= Back Mext = Cancel

5. Select the features that should be installed on the server and click Next.

o2 IBM Tivoli Directory Server 5.2 _ IDIiI

Select the features to install

¥ Client SDK 5.2 (2 MB)

[v¥ Yieh Administration Tool 5.2 (32 MB)

¥ Server 5.2 (81 ME)

¥ 1BM WehSphere Application Server - Express 5.0.2 (145 ME)
¥ DB2 va.1 (347 MB)

¥ GSkit (12 MB)

Space Required: 683 MB FAvailable: 1974 MEB
Total space required includes space far required products.

InstallShield

= Back Cancel
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6. Click Next.

&2 IBM Tivoli Directory Server 5.2 |_ (O] x|
=4 5 - - : Installation has enough information to start copying files. Please review
k.- g the settings below and ifyou wish to change any setting, click Back. If
b & N wou are satisfied with the seftings, click Mext to begin copying files.
h? b
r f\':\ 1 The following features will be installed: ;I
. Client 5Dk

Wieh Administration Tool
Semner

1BM WWebSphere Application Server - Express 5.0.2 will be installed in path
CABMILDARP appsny

The Weh Administration Tool will be installed into embedded version of Wek:__

-
1| | 3

InstallShield
gtk _ Goneel |
7. Click Finish.
&2 IBM Tivoli Directory Server 5.2 _ O]
- T Installation is now complete.
g, .
[y v Ifyou installed the server, log in ater reboot with the user ID vou are currently using, and

. b ; i i
% =2 a configuration tool will be launched. Use the configuration tool to configure a database™
. andthe administratar distinguished name and passwaord. You must configure these
iterns before you can use IBM Tivoli Directory Server.

*Mote: Befare configuring a database, be sure you have already defined a system user 1D
for the owner of the datahase instance.

The InstallShield Wizard has successfully installed IBM Tivoli Directory Server 5.2,
Choose Finish to exit the wizard.

InstallShield

= Back [Hext =

80



Configurethe Tivoli Directory Server

1.

Start the TDS administrative console by navigating to Start > All Programs > IBM
Tivoli Directory Server v5.2 > Directory Configuration.

Navigate to Configure Database in the left hand side and select Create a New
database. Then click Next.

+" IBM Tivoli Directory Server Configuration Tool Hi=] E3
Fie Help
Choose a task: Configure database

""" (] Introduction Directary data is stored in a DB2 databaze. You can sither create & new

------ 2] Administrator DMpassword LDAP DBZ databaze for the directory server or configure the directory

...... D Configure detabase server to use an existing databaze.

...... D Uncanfigure database

------ D Configurefunconfigure changelog

...... D Manage suffixes " Configure ah existing databaze
------ E] Manage schema files
------ [E] mport LDIF data

------ E] Export LDIF data

------ () Backup database

------ E] Restore database

------ ) optimize databssze

Help | ?| = Back I Mext = I Fitiizty Cancel |
|
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3. Provide DB2 user id and password.

# IBM Tivoli Directory Server Configuration Tool

File Help @

Choose ataszk: Configure databaze
""" [E] Introduction The databasze will be configured using a valid system User ID.
------ Ij Acninistrator DMNpasswword Erter ah existing User ID and password below,
----- [E) Configure database LUser ID
...... |_| f dat b
D nc-:!n igure al ASE E—
------ D Configurefunconfigure changelog
...... D Manage suffies Pas=vwward

------ [E] Manage schema filss IH*******

...... D Impart LDIF data
...... [E] Export LDIF data
------ [E) Backup database
------ [E) Restore databaze
------ [E) Ontimize database

Help | ?| = Back I Mext = I Firisty Cancel |
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4. Enter database name and click Next button.

+" IBM Tivoli Directory Server Configuration Tool |_ (O] x|
File Help =
Choose atask: Configure database

""" D e cton Eriter the natme of the database to be configured.

------ [E) Adminiztrator DMNjpassword

...... (2] Configure database Database name

------ D Unconfigure database I|dapdb|

------ D Configurefuncanfigure changelog
...... [E] Manage suffizes

------ [E) Manage schema fies

...... D Impart LOIF clata

------ [E) Export LD data

------ [E) Backup database

------ D Restore database

------ [E) Ontimize detabasze

Help | ?| = Back I Mext = I Firisty Cancel |
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5. Select create auniversal DB2 database (UTF-8/UCS-2) and click Next button.

+ 1BM Tivoli Directory Server Configuration Tool H=] E3

File  Help

@

Choose a task:

------ [E] Introduction

------ E] Adminiztrator DNipassword
..... D Configure

------ D Unconfigure database

------ D Canfigureiunconfigure changelog
------ E] Manage suffixes

------ [E] Manage schema files

------ E] Import LDF data

...... D Export LOIF data

...... (] Backup database

------ E] Restore database

------ ] optimize databaze

Configure database

The newy DE2 databasze may be created in in & universal character et (UTF-80JC5-2)

or inthe local codepage. If you anticipate storing data from multiple character sets
in your directory you may wish to use the universal DE2 database option.

{¥ Create a universal DB2 database (UTF-81UCS-2)

™ Create a local codepane DE2 database

Help | ?|

= Back

I Mext = I

Firizhy

Cancel




6. Specify the drive where the database will be created.

+# IBM Tivoli Directory Server Configuration Tool

File  Help

Choose atask:

------ 2] ntroduction

------ ] Administrstor DMpassword
----- D Configure databaze

[ Unconfigure databssze

------ D Configurefuncontigure changelog
...... E) Manage suffixes

------ [E] Manage schema files

------ ) Import LDIF data

] Export LDIF data

...... D Backup databsse

------ ] Restore database

------ ) Optimize database

Configure dstabase

The database containing the directory entries will be created in the locstion
wou specify belowe. Far the empty detabase to be created successfully,
there must be at least 30 megabytes available. You should also have
additional disk space available to accommodate the groweth of the database
&5 entties are acdded.

Databasze location

Help | ?| = Back I Mext = I Finizt

Cancel
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7. Review the setting and click Close button.

+# IBM Tivoli Directory Server Configuration Tool M=l E3

File  Help

@

Choose & task:

------ [E] Introcuction

------ ] Administrator Dhipassword
------ ] Unconfigure database

------ D Configurefuncanfigure changelog
------ E] Manage suffixes

------ [E] Manage schema fies

------ E] mport LDIF cata

------ [E] Export LD data

...... D Backup dstabase

------ [E] Restore database

------ E] ontimize database

Configure database

Start time Elapsed tifne

TI25M07 5:24 P 0:1:6

Task messages

You have chozen the fallowing actions:

Database dapdh’ will ke configured in instance 'dh2admin’,
Configuring IBM Tivali Directary Server Database.
Cresting instance: 'dh2admin’.

Crested instance: 'dbZadmin’.

Cataloging instance node: 'dh2admin’.

Cataloged instance node: 'dbZadmin’.

Starting database manager for instance: 'db2admin’.
Started databaze manager for instance: ‘db2admin’.
Cresting databasze: ldapdh'.

Created database: Idapdh’.

Upcisting the database: 'Idapdh’

Updated the database: ‘Idapdk’

Upcisting the database manager; 'dh2admin’
Updated the databasze manager: 'db2admin’
Enabling multi-page file allocstion: Tdapdh

Enabled mutti-page file allocation: ‘dapdk’
Configuring database: Idapdk’

Configured database: Idapdb’

Configured IEBM Tivoli Directory Server Database.
IBM Tiwali Directory Server Configuration complete.

Cloze | Help

Tivoli Directory server is now ready to be configured with portal server.
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Creating required LDAP users and groups

Before you can configure IBM® WebSphere® Portal to work with the LDAP server, the
LDAP user registry must have some minimal user and group information already
populated. A minimum of one group that’s wpsadmins or an equivalent (the group that is
specified with the Portal AdminGroupld attribute in the wpconfig.properties file and one user
that’s specified with the PortalAdminid attribute in the wpsconfig.propertiesfileis required
for WebSphere Portal.

If content management functions are configured, it is recommended to also create the

following groupsin the LDAP:

wpsContentAdministrators

wpsDocReviewer

These groups should be created in the LDAP with the same authority as granted to the

wpsadmins group.

1. Inthe Tivoli Directory Server console, click the Server Administration folder on the
left-hand navigation. Click the Manage Server Propertiesfolder underneath it, and then
click on the Suffixes link on the right-hand side of the main page.

2. Typethe name of the Base DN to be used as the suffix, for example,
dc=yourco,dc=com. Click Add to add the suffix.

3. When you are finished adding the suffix, click OK to save your changes.
4. Stop and start the LDAP server.

5. If you choose to use the LDIF file, locate PortalUsers.Idif in the root directory on the
CD setup of portal server.
<cd_root>/Setup_cd/

Notes: The PortaUsers.Idif fileis provided as aworking example and needs to be adapted
appropriately to work with your LDAP server.

6. Replace al occurrences of dc=yourco,dc=com with the suffix that you are using.
Also, replace any prefixes and suffixes that are unique to your LDAP server. You can
specify user names other than wpsadmin and wpshind if you want. For security reasons,
you should specify non-trivial passwords for these administrator accounts becauseiit is
easier to specify them now than to change them after installation. Save your changes.
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7. Start the TDS administrative console by navigating to Start > All Programs > IBM
Tivoli Directory Server v5.2 > Directory Configuration and select Import LDIF data.
Import the edited Portal Users.Idif file and click Import button.

[2] Optimize database

| — (15

Warning: To improve performance
Bulkdoad does not check the correcthess

[™ Eneble schiema checking
of the data. Run Data validation only on

# 1BM Tivoli Directory Server Configuration Tool =101 x|
Fie Help @
Choose atask: mport LDIF data
------ E Infroduction Ender the path and name of the LDIF file (on the LDAP server) from which you want to import directory data.
..... @ Administrator DNjpas || Hote: Before importing an LDIF file you must add the c cling suffi In the suffix tazk_
(] Configure database | Path and LDIF file name
+[F] Unconfigure datab
-3 Configureimconigur I Erowss... I
[0 Manage suttices
s D Manage schema files [~ Remove traiing spaces in Standard import or Bulkload
.- [ Export LDFF deta (+ Standard import  ( Data validation only " Bulkload
- [F] Backup database Schema checking is done on the data, Use bulkiaad for very lerge LDIF fies
i Restore database but the data is not added to the directory.
Bulkload options

the LDIF file before attempting buldoad. [T Ensble ACL checking
[T Ensble password policy
Start time Elapsed time
Task messages The time elapsed since the start of the import LDIF operation. |
Clesr resufts I
Import Stop | Close Help | ?l

Note: Importing the Portal Users.ldif file could overwrite existing user data.

8. Stop and restart the LDAP server.

9. After the portal installation, if you did not specify non-trivial passwords for the
administrator IDs in the LDIF file, it is recommended that you change the passwords for
these user IDs.
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Disabling WebSphere Application Server global security

Please ensure that the Portal server has been stopped on each node. Also, because
security comes enabled by default with Portal v6, we are now required to run the
disablesecurity task BEFORE enabling any type of additional Portal security.Also, the
disable-security and the enable-security-wmmur-ldap tasksMUST beran on the
Primary node.

1. Make a copy of the original helper file. Edit the
/<wp_root>/config/hel pers/security_disable.properties helper file.

Change the following properties to match your current security configuration:
wmm.DbPassword
WasPassword

Change the following properties to match what you desire your Portal id/pwd to be after
disabling security:

Portal Adminld

Portal AdminPwd

Portal AdminGroupld

2. Run the config wizard to disable security. Invoke the config wizard by running the
following script, <wp_root>/config/wizard/configwizard.bat. Again, please make sure the
task is ran on the Primary node.

3. Click next on the Welcome Panel

WebSphere [z

Welcome to the conflguration wizard for WebSphere Portal 6.0

This wizard will run advanced WebSphere Portal configuration tasks on your computer.
Click next to continue

InstaliShield

Help I =HBack

Cancel I
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4. Choose Disable security and click next

&b webSphere Portal Configuration Wizard

WebSphere [3lrl

Select the tack that you want to perform.

@ Disable security

€ Enable LDAP security

" Transfer data to another database

€ Connec: additional node to database

InstallShield

Help | = Back

Cancel
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5. Enter the WSAS Admin password and click next

&b webSphere Portal Configuration Wizard

WebSphere [3lrl

WebSphere Application Server global security is enabled. Enter the user ID and password to be used
for WebSphe-e Application Server administration.

WaslUserld: WebSphere Application Server user name.

[wasadmin

WasPassword: WebSphere Application Server password,

Im

InstallShield

Help | = Back Next = Cancel
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6. Select the proper location of the helper file and click next

&b webSphere Portal Configuration Wizard

WebSphere [3lrl

Please enter an appropriate properties file location for the properties file you wish to use for this
session. Foradditional information click the Help' button on the lower left corner of this panel.

Enter your he per file location:
CWWebSphere\PortalServenconfigihelpersisecurity_disable. properties

InstallShield

Help | = Back

Cancel
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7. Enter the WMM database ID password and click next

&b webSphere Portal Configuration Wizard

WebSphere [3lrl

Portaladminld: The user ID for the WebSphere Portal Administrator
[wpsadmin

PortalAdminPwd: The password for the WebSphere Portal Administrator

PortalAdminGroupld: The group ID for the WebSphere Portal Administrator group
[wpsadmins

wmm.DbPassword: Password for YebSphere Member Manager database

it

InstallShield

Help | = Back Next =

Cancel
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8. Review the summary panel and click next to start the task

&b webSphere Portal Configuration Wizard

U ER L CE Portal

The wizard s ready to run the following task:

# Disable security

Click Next to continue.

InstallShield

Help | = Back

Cancel

Verify that task run successfully, if you got any errors, then correct the errors and rerun
the task again.
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Configure Portal Node 1, Portal Node 2 and the DM GR for
L DAP security with Realm Support

Refer to the following InfoCenter link for the details of LDAP/security configuration
http://publib.boul der.ibm.com/infocenter/wpdoc/v6r0/topi ¢/com.ibm.wp.ent.doc/wpf/intr
_ldap.html

Note: In this guide we will enable security using the enable-security-wmmur-ldap task.
In previous versions of the cluster guide we have always used enable-security-Idap. This
guide recommends the use of the enable-security-wmmur-ldap task because overall Portad
now recommends using this task to enable security so you can have the flexibility to
configure realm support and virtual portalsin the future. If you have no plans for these
features running this task will NOT cause a problem. Or you can certainly choose to
implement other security types at this step by running other tasks, such as enablesecurity-
Idap, etc.

After the disable-security task finishes, please ensure all Portal servers are stopped and
ensure the nodeagents and the DMGR are running before running the enabl esecurity-
wmmur-ldap task

1. Makeacopy of the original security helper file. Edit the security helper file to change
all the LDAP values to match your LDAP configuration.

# WasUserld The user ID for WebSphere Applrcatlon Server securrty authentr cation
WasUserid=uid=admin,cn=users,dc=rc,dc=com

# WasPassword: The password for WebSphere Application Server security authentication
(LDAP and CUR)
WasPassword=cyber2003

# Connectr on mformatl on for wmm db will be acqui red from

# wpconfig_dbdomain.properties and wpconfig_dbtype.properties
# DbPassword: The database administrator password

wmm. DbPassword—cyberZOOB
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# PortaIAdmlnId The user ID for the WebSphere Portal Adm| nistrator
Portal Adminld=uid=admin,cn=users,dc=rc,dc=com

# Portal AdminPwd: The password for the WebSphere Portal Administrator
Portal AdminPwd=cyber2003

# Portal AdminGroupld: The group ID for the WebSphere Portal Administrator group
Portal AdminGroupl d=cn=wpsadmins,cn=groups,dc=rc,dc=com

# LTPAPassword: Specifies the password to encrypt and decrypt the LTPA keys.
L TPAPassword=cyber2003

# LTPATimeout: Specifies the time period in minutes at which an LTPA token will
expire.
LTPATimeout=120

# SSORequiresSSL.: Specifies that Single Sign-On function is enabled
# only when requests are over HTTPS Secure Socket Layer (SSL) connections.
SSORequiresSSL=false

# SSODomainName: Specifies the domain name (ibm.com, for example) for all Single
Sign-on hosts.
SSODomainName=<SSODomainName>

# Description: The valuesin this section should only be adapted by advanced users
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# useDomainQualifiedUserNames: Specifies the user names to qualify with the security
domain within which they reside.
useDomainQualifiedUserNames=false

# cacheTimeout: Specifies the timeout value in seconds for security cache.
cacheTimeout=600

# issuePermissionWarning: Specifies that when the Issue permission warning is enabled,
during application deployment

# and application start, the security run time emits awarning if applications are granted
any custom permissions.

issuePermissionWarning=true

# activeProtocol: Specifies the active authentication protocol for RMI/I1OP requests
when security is enabled.
activeProtocol=BOTH

# activeAuthM echanism: Specifies the active authentication mechanism, when security is
enabled.
activeAuthM echanism=LTPA

# LOOkASI de To conflgure LDAP W|th an addltl onal LOOkASI de Database
#true - LDAP + Lookaside database

#fase- only LDAP

LookAside=false

# LDAPHostName: The LDAP server hosthame
LDAPHostName=ishtiaque

# LDAPPort: The LDAP server port number
# For example, 389 for non-SSL or 636 for SSL
LDAPPort=389

# LDAPAdminUId: The LDAP administrator ID
LDAPAdminUld=cn=admin

# LDAPAdminPwd: The LDAP administrator password
LDAPAdminPwd=cyber2003

# LDAPServerType: The type of LDAP server to be used for WebSphere Portal
LDAPServerType=IBM_DIRECTORY_SERVER

#LDAPBIndID: Theuser ID for LDAP Bind authentication
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LDAPBIndlID=uid=admin,cn=users,dc=rc,dc=com

#LDAPBindPassword: The password for LDAP Bind authentication
L DAPBindPassword=cyber2003

# LDAPSuffix: The LDAP suffix appropriate for your LDAP server
LDAPSuffix=dc=rc,dc=com

# LdapUserPrefix: The LDAP user prefix appropriate for your LDAP server
LdapUserPrefix=uid

# LDAPUserSuffix: The LDAP user suffix appropriate for your LDAP server
L DAPUserSuffix=cn=users

# LdapGroupPrefix: The LDAP group prefix appropriate for your LDAP server
LdapGroupPrefix=cn

# LDAPGroupSuffix: The LDAP group suffix appropriate for your LDAP server
LDAPGroupSuffix=cn=groups

# LDAPUserObjectClass: The LDAP user object class appropriate for your LDAP server
L DAPUserObjectClass=inetOrgPerson

# LDAPGroupObjectClass. The LDAP group object class appropriate for your LDAP
server
L DAPGroupObjectClass=groupOfUniqueNames

# LDAPGroupMember: The LDAP group member attribute name appropriate for your
LDAP server

L DAPGroupM ember=uniqueM ember

# LDAPUserFilter: The LDAP user filter appropriate for your LDAP server (to work
with default valuesin WMM)

LDAPUserFilter=(& (uid=%V)(objectclass=inetOrgPerson))

# LDAPGroupFilter: The LDAP group filter appropriate for your LDAP server (to work

with default valuesin WMM)
LDAPGroupFilter=(& (cn=%V)(0obj ectclass=groupOf UniqueNames))
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# LDAPGroupMinimumAdttributes: This attribute is loaded for group search
(performance issues)
LDAPGroupMinimumAdttributes=

# LDAPUserBaseAttributes: These attributes are |loaded for user login (performance
issues)
L DAPUserBaseAttributes=givenName,sn,preferredLanguage

# LDAPUserMinimumAttributes: These attributes are loaded for user search
(performance issues)
LDAPUserMinimumA_ttributes=

#LDAPsearchTimeout: Specifies the timeout value in seconds for an LDAP server to
respond before aborting a request.
LDAPsearchTimeout=120

#L DAPreuseConnection: Should set to true by default to reuse the LDAP connection.
#{ fase|true}
L DAPreuseConnection=true

#LDAPIgnoreCase: Specifies that a case insensitive authorization check is performed.
#{ fase|true}
LDAPIgnoreCase=true

#LDAPss Enabled: Specifies whether secure socket communicationsis enabled to the
LDAP server.

#{ fase|true}

# Set to true if configuring LDAP over SSL

LDAPss Enabled=fase

# WpsContentAdministrators. The group ID for the WebSphere Content Administrator

group
# See LDAP examples below:
# 1BM Directory Server: { cn=wpsContentAdministrators,cn=groups,dc=yourco,dc=com

}
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WpsContentAdministrators=cn=wpsContentAdministrators,cn=groups,dc=rc,dc=com

# WpsContentAdministratorsShort: The WebSphere Content Administrators group 1D
W psContentAdministratorsShort=wpsContentAdministrators

# WpsDocReviewer: The group ID for the WebSphere Document Reviewer group
# See LDAP examples below:

# 1BM Directory Server: { cn=wpsDocReviewer,cn=groups,dc=yourco,dc=com }
WpsDocReviewer=cn=wpsDocReviewer,cn=groups,dc=rc,dc=com

# WpsDocReviewerShort: The WebSphere Document Reviewer group 1D
WpsDocReviewerShort=wpsDocReviewer

#WcmAdminGroupld: The group ID for the WCM Administrator group

# See LDAP examples below:

# 1BM Directory Server: { cn=wcmadmins,cn=groups,dc=yourco,dc=com }
WcmA dminGroupld=cn=wcmadmins,cn=groups,dc=rc,dc=com

# WcmAdminGroupldShort: The WCM admin group 1D
WcmAdm| nGroupI dShort—wcmadml ns

2 Import the contents of the heI per f| I einto the wpconflg properties f| le by issuing this
command:

<wp_root>/config/WPSconfig -DparentProperties="<full_path_to_helper_file>" -
DSaveParentProperties=true

3. Open the wpconfig.properties file and make sure the WpsHostName and
WpsHostPort are correct

4. Run the following task to validate the LDAP values:
WPSconfig.bat validate-wmmur-ldap
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5. Run the following task on the primary node ONLY to configure the LDAP security
settings for both WSAS/WP nodes and the DMGR. Thiswill enable security on the entire

cluster:
WPSconfig.bat enable-security-wmmur-ldap

6. Because we enabled security using the enable-security-wmmur-ldap task that enables
realm support, we are required to manually edit the wmmwWASAdmin.xml file on the
DMGR. If thisfileis not edited with the shortname you will not be able to run the
stopServer.bat or the serverStatus.bat on the nodes using the shortname as the
username....rather you will be required to use the full LDAP DN.

The current <dmgr_profile_root>/config/wmm/wmmWA SAdmin.xml should look
something like this:

<?xml version="1.0" encoding="UTF-8"?>

<wmmWA SAdmins>

<admin logonld="uid=wasadmin,ou=People,ou=portal 6,ou=dancy,o=portin"
logonPassword="anvu7zPZ7jbrZL a4h89Tfg=="
uniqueUserld="uid=wasadmin,ou=Peopl e,ou=portal 6,ou=dancy,o=portin"/>
</wmmWASAdmins>

Please add another line between the <wmmWA SAdmins> tag that includes the
shortname. Since both IDs will have the same password you can simply copy the current
<admin logonld> tag entry and modify it like below:

<?xml version="1.0" encoding="UTF-8"?>

<wmmWA SAdmins>

<adminlogonld="uid=wasadmin,ou=Peopl e,ou=portal 6,ou=dancy,o=porti

n" logonPassword="anvu7zPZ7jbrZLa4h89Tfg=="
uniqueUserld="uid=wasadmin,ou=Peopl e,ou=portal 6,ou=dancy,o=portin

"

<adminlogonld="wasadmin" logonPassword="anvu7zPZ7jbrZLa4h89Tfg=="
uniqueUserld="uid=wasadmin,ou=Peopl e,ou=portal 6,ou=dancy,o=portin

">

</wmmWASAdmins>

7. Please perform afull synchronization to ensure all the security settings are pushed
from the DMGR to the nodes. Restart the DMGR and the nodeagents on each node.

The nodeagents will have to be stopped by providing the full LDAP DN on the command
line. After they restart the new config settings should take affect and then they should be
able to be stopped using the shortname.

8. Update the <wp_root>/config/wpconfig.properties file on each secondary node in the
cluster with the same LDAP user registry information you used to configure the
primary node.

0.

Update the wpconfig.properties by moving the LDAP helper file from Nodel to

Node2 and running the following command:

<wp_root>/config/WPSconfig -DparentProperties="<full_path_to_helper_file>" -
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DSaveParentProperties=true
Compl ete the security configuration by running the enable-jcr-security configuration task
on each secondary node.

Run the following command from the <wp_root>/config directory:
WPSconfig.bat enable-jcr-security -
DPorta Adminld=portal_admin _id

Where portal_admin_id isthe fully qualified distinguished name (DN) of the portal
administrator (for example,

uid=wpsadmin,cn=users,dc=exampl e,dc=com).

Restart the Portal server cluster member on each secondary node.

10. Verify the new security settings by rendering the DMGR AdminConsole and Portal
from a browser.

Perform thefinal tasks

1. Save your changes and resynchronize the nodes.

. In the administrative console for the deployment manager, click System
Administration>Save Changesto Master Repository and save your administrative
configuration.

. Select System Administration > Nodes, select the cluster nodes from the list, and click
Full Resynchronize.

2. Regenerate the Web server plug-in.

Select Servers > Web serversin the deployment manager administrative console, select
the Web server entry and click the Generate Plug-in button

. Move the plugin to the Web server which is under

<plugin_root>/config/webserverl

3. Restart the DMGR, Web server and Portal cluster

4. Verify the WpsHostName and WpsHostPort properties in the wpconfig.properties
reflect the Web server values on all cluster nodes

5. Verify the Portal cluster can be accessed through the Web server
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Conclusion

In this article, you saw how to build a fully-functional WebSphere Portal cluster using an
external database and a LDAP for security. Y ou aso saw how to configure a Web server
to allow for load balancing.
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